How to collect all keyboard and pointing devices connected to
Windows systems?

1. Choose the organization and corresponding account to collect all keyboard and pointing
devices connected to Windows systems.

sSanNerNOW Alorganizations Mon May 1 9:11:32PM . & Privanka Hiremath
SecPod ~
2 86 9 8 0 69
& Tatal Devices #l Windows A Uinux & MacOs Others
Dorr Il
resal Accoun
1712
5 Critieal On hosts
6491 ’ 9
SiteY. SecPod
I ) Applications 7812
SiteZ. SecPod High
tez secPod 17114 831
; SecPod Technolo... ~ Windows Linux MacOs Others Juinersbilities Medium Missing patches Tofix
=2
242 6211 O 38 . 12608
Network_Scanner_Dema Low e
SecPod US -~

Compliance rules ) .
Inactive devices

503|907 6
Comgliant  Mon-com plint
952 28 11
Total Anomalies High Anomalies SanerNow enabled
Hosts non-compliant Assets non-compliant Newly added

38/80 13/13 1

2. Select the Endpoint Management module
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3. Click on Checks on the right top corner
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4. From the drop-down menu, select Windows and Device Management
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5. Followed by scrolling down, the checks are highlighted in green. Select Keyboard and Pointing
Devices.

6. To schedule the query execution for the agent, click on Trigger. You need to fill up query trigger
settings:

= Set the Query run count time in seconds.
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= Set the time in minutes to run the query often.

» In Schedule options pane, set the Query Trigger Time Frame.
= Click on Update.

8. Click on the ‘Scope’ to choose the scope of the query.

Select Groups/Devices
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9. To send the query to agent, click on ‘Submit’.

10. In the Result Pane, you can see the table that includes device_name, device_description,

device_type, device_manufacturer, device status, hosts, device_ name. You can also download the
CSV format of the result pane.
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11. You can take possible actions like Enable and Disable device. Possible actions are specified at
the bottom pane. Click on the desired action, you will be redirected to Create Response page.
In Created Actions, you will find all the responses created for the following check.
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Now you know how to collect all keyboard and pointing devices connected to Windows systems.




